Getting the Green Circle Back — How to Acknowledge IRM Controller Alarms

The Spyder 7 VAV and Optimizer unitary controllers include a status LED on the face of the controller. When a BACnet
object raises an alarm the status LED will blink yellow. After the condition has returned to normal the LED will continue
to blink yellow until a BACnet acknowledgement is sent.
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**While performing setpoint balancing using the VAV mobile application; LED pattern changes from static green tol
red. green, yellow cycles (which indicates the controller is empty).

One way to avoid this is to not issue alarms or events on BACnet objects. Set the Event Detection Enabled property to
False to deactivate alarm and event notification on an object.
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The other option is to configure Niagara for BACnet alarm routing. Alarms and events will be routed to the AlarmService
and the LED will return to normal (green) operation when the alarms or events have been notified in the Niagara Alarm
Console.

These are the configuration steps required for alarm routing:

1) Open the Property Sheet view of the Alarms object located beneath the IRM Bacnet Device.
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2) Controller alarms will be routed to the alarm class defined in the Alarms property sheet.
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3) Right click the Config object located beneath the IRM Bacnet Device to open its Bacnet Config Manager view.
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4) Click the Discover button.

5) Locate the Urgent, High, Low, and User Defined notification class objects in the discovered list, then add them to
the Database pane.

Database 5 objects
Name Value Object ID Object Mame Description B
@ Device Object  IrmBacnetDevice [device:g] device:s |rmBacnetDevice
@ Urgent Urgent [notificationClass:1] notificationClass:1  Urgent Urgent
@ High High [notificationClass:2] notificationClass:2  High High
@ Low Low [notificationClass:3] notificationClass:3  Low Low
@ UzerDefined  UserS20Defined [notificationClaz=si4]  notificationClassi4  User Defined User Defined
& New Folder | E New | & Edit n Discover B Cancel @Add b Matc
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6) Determine the Object ID assigned to the LocalDevice in the BacnetNetwork.

. Drivers : BacnetNetwork : Local Device

Property Sheet

Bl Local Device (Local Bacnet Device)
(@ status ok}
[l Fault Cause
I-. Obiject id device
(M System Status Operational
[l Vendor Name Tridium
(W Vendorid 36
[ Model Name Niagarad Station

7) Right-click the Urgent object appearing in the Nav Tree, then select Actions-Add Destination.
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8) Configure the Destination properties:
a. Recipient = same value as the LocalDevice Object ID
b. Issued Confirmed Notifications = True
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9) Repeat steps 5 through 8 for High, Low, and User Defined in the Nav Tree.
10) Verify that a BacnetDestination was created in the RecipientList of Urgent, High, Low, and User Defined.
@ Config
@ Device Object
@ Urgent
(gl Priority
(il Recipient List
aq. BacnetDestination
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[l Priority
[l Recipient List
ﬁ._, BacnetDestination

[l Bename Rarnet Ohiarte

11) When a BACnet object’s alarm is routed to the alarm service the Source will be the name of the device. To locate
the BACnet object within the device that raise the alarm, right-click the alarm record in the alarm console and

select Alarm Details.

AX Alarm Console

Time Range Tto? G)
Timestamp Source State  Ack State

A 07-Jan-00 10:54:13 PM PST _ Offnormal 0 Acked / 1 Unacked
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12) The Object ID displayed in the Alarm Record dialog will indicate the originating application object.

u Alarm Record ¥
Priority 255
Normal Time null
Ack Time null
User Unknown User
Alarm Data Bacnet Acks Required offnormal@ts dt.2000-01-07-Fri 22:54:198.00
Bacnet Timestamp ts dr.2000-01-07-Fri 22:54:19.00
Confirmed true
Device Id device &
Escalated
Event Type changeCfState
From State normal
NC 3
New State NBacnetPropertyStates:
binaryValue: Active
Notes »
Notil b+
Object 1d binaryInput 12
Priority ITT
Process Id ]
Status Flags inAlarm
Time Zone America/Los Angeles (-3/-7)
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